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IBM Docs:
https://www.ibm.com/support/knowledgecenter/SSMNED v10/com.ibm.apic.overview.doc/o

verview apimgmt users.html

Table 4. Default API Manager UI roles and the default permissions assigned to those roles.

Role Role description Permissions Actions
Organization A provider organization owner has the  All permissions All actions.
Cwner full set of access permissions to API

Connect functions, and also
commission APIs and tracks their

business adoption.

Administrator A provider organization administrator  All permissions All actions.
has, by default, the full set of access
permissions to API Connect functions,
and also commission APIs and tracks

their business adoption.

API Administrator  API administrators manage the All permissions All actions except cannot manage the folloy
lifecycle of APIs and publish APIs for permissions: Settings, Topology, and Child.

discovery and use.

Community A community manager manages the Member View
Manager relationship between the provider

organization and application

developers, provides information

about APT usage, and provides support
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